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ABSTRACT: Ad hoc network is a collection of mobile nodes which dynamically form a temporary network 
without any infrastructure or centralize entity. There are number of routing protocol exists in ad hoc network and 

this protocols have been compared. These protocols are like DSR (Dynamic Source Routing), AODV (Ad-hoc On 

Demand Distance Vector Routing Algorithm), and TORA (Temporally Ordered Routing Algorithm) like more. 

AODV is Reactive routing protocol. We modify the existing AODV protocol. All Routing Protocol have different 

Strategies of routing like End to End delay, Packet delivery ratio, Traffic overhead and Power Consumptions. 

Routing Deals with route discovery between source and destination. Aim of Dissertation is to improve route error 

tolerance mechanism of AODV. In our propose scheme the transmission starts from closest neighbor node if the link 

fail in middle of the transmission. That shows very important reductions in delay and it improves the packet delivery 
ratio. It also reduces the routing overhead by reducing frequency of route discovery process.  
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1. INTRODUCTION 
 

A mobile ad hoc network is a collection of Different 

mobile nodes that are connected by wireless links 

there is no fixed infrastructure or centralize entity. In 

MANET every node not only act as only host but 

also as a router .Every device in MANET is 

independently movable device in any direction and 

according to that modification of their link frequently 

changes. 

Different Routing Protocols are divided into 3 

categories 1) Reactive -On Demand, 2) Proactive 

-Table Driven, 3) Hybrid 

 

In Proactive Every node maintain its own routing 

table and contain every route entry of other nodes 

within the network. In Reactive if node want to send 
a packet to destination and that is not reachable then 

node initiates the route discovery process to find the 

destination node to deliver the message. The goal of 

the ad hoc routing protocol is to supply correct and 

effective route establishment between pair of 

different nodes and in order of that message could 
also delivered on time Proactive protocols are also 

known to be Table Driven Protocols like OLSR 

DSDV in that every node maintains routing 

information in routing table of all nodes while 

reactive routing protocols are known to be an on 

demand protocols because they initiate route 

discovery when that needed, the protocols are like 

AODV, DSR. Hybrid protocols are combination of 

Reactive and Proactive Routing Protocols that are 

like ZRP.   

 

AODV protocol is Reactive protocol in its nature and 
it’s widely used for route discovery in MANET. The 

communications starts from Route Discovery 

process. There are 3 AODV message used Route 

Request (RREQs), Route Replies (RREPs), and 

Route Errors (RERRs) 
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Figure 1: RREQ and RREP messages in MANET 

using AODV  

In above figure Source node A broadcast the route 

request message RREQ in network to destination B. 

The RREQ message is shown by Black Bold line 

from source node to several directions. Source node 

A Broadcast the Route request RREQ message to its 

neighbor nodes  when the neighbor node receive the 

request of source node then to create  reverse route to 

source node. All neighbor nodes are nearest to the 
source nodes. The hop count is incremented when it 

forwards the request. A neighbor also can check the 

node is active or not if it is active route then it 

forwards the RREP message to the source node If the 

Route is not active then it re initiate the route 

discovery process by incrementing its hop counts. 

RREQ message is Flood in network to find the 

perfect destination node B. Intermediate node only 

can reply to the RREQ message when the DSN 

(Destination Sequence Number) is adequate or 

Larger than the number of RREQ packet header  

 

Figure 2: Working of AODV protocol 

Neighboring nodes sporadically exchange hello 

message, Absence of hello message is used as a sign 
of link failure 

Reactive protocols establish the route once source has 

data send to destination. Examples for Reactive 

protocols are AODV and DSR routing protocol. 

during this paper, our work is to enhance 

performance of AODV routing protocol. during this 

section, we'll see the function of AODV routing 

protocol and literature survey of various routing 
protocols that optimizes the performance of AODV. 

AODV (Ad hoc On demand Distance Vector) 

Routing Protocol was proposed [8] and it's designed 

for nodes that are in mobile fashion to line up an ad 

hoc Network. As a reactive routing protocol, AODV 

protocol maintains the routing information of all 

destinations within the routing table 

In AODV every node have latest information 

available about the sequence number for the IP 

address of destination node for which the route table 

entry is maintain, this sequence number call 

destination sequence number to enable Fresh route 

and to avoid loop free mechanism AODV use 

destination sequence numbers. AODV is hop by hop 

routing protocol that sends and receives data and 
maintain active route using Route Request (RREQ), 

Route Reply (RREP), Route Error (RERR) and 

HELLO message [23]. 

A node can change the sequence number in entry of 

routing table of destination when the node is 

destination node itself and offers new routes itself, or 

it receive the new information of sequence number of 
destination node or path of Destination node expire 

or break. A destination node can increments its own 

sequence number in two ways , when a node 

originate a route discovery or a destination node 

originate route reply in response to route request in 

this circumstances it must update its own sequence 

number to the maximum of current sequence number 

and destination sequence number in RREQ packet. 

In Route Discovery phase source node want to send 

data to destination node but if it not have route to 

destination it broadcast the RREQ with incrementing 

the broadcasting id and destination sequence number. 

Intermediate node receives RREQ and send RREP if 

it have active route available for destination 

otherwise it broadcast again RREQ[10]. Route 

request packet travels entire in network, intermediate 

node receive the packet and add node address in 

routing table from which it has received for reversed 

route if it does not has route. Intermediate node or 

destination node can send a RREP[26]. If 
intermediate node has route to destination then it 

generate RREP and send it to source node using 

reverse route with new sequence number in a unicast 

manner. 

After receiving a route reply, intermediate nodes 

establish forward route to destination. If intermediate 

node has an active route to the destination, the 
destination sequence number within the node’s 

existing route table entry for the destination is valid 

and bigger than or equal to the Destination Sequence 

number of the RREQ[5]. The intermediate node 
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additionally updates its route table entry for the node 

originating the RREQ by inserting the next hop 

towards the destination for the reverse route entry. If 

the destination node sends RREP, it must increment 

its own sequence number by one if the sequence 

number within the RREQ packet is equal to that 
incremented value[14]. The destination node places 

its sequence number into the Destination Sequence 

number field of the RREP, and enters the value zero 

within the Hop Count field of the RREP. If 

destination generates RREP, the intermediate nodes 

within the route update their routing tables whenever 

they receive RREQ and RREP. The source node 

sends the info after it receives RREP[19]. 

To check the status of the route each node broadcast 

periodic hello message at specific time, if node does 

not receive the hello message from the specific 

neighbor then it may link failed. when the link failure 

is detected the node send Route error message to its 

entire predecessor node about that broken link then 

again source node reinitiate the route discovery 

process.   

S.Shanthini Devi and Dr. K.Thirunadana [8] 

proposed a scheme in which route error tolerance 

mechanism is improved to increase performance of 

MANET. Overall output is increase by handaling 

route error efficiently in this they propose that the 

node which previously forward packet handles the 

route failure so it reduce the source overhead in the 

transmission. 

 Shailja Gupta and Raj Kumar Paul [6] proposed a 

scheme in which every node contain two version of 

routing table current updated and previously updated 

routing table If link fails between an two intermediate 

node on basis of latest version of routing table then 

before sending a Route error (RRER) message to 

previously forwarded node, node checks its old 

version of routing table and if any path available for 

destination then it assume that path for transmission 

and node deletes the entry for that destination from 

latest version of routing table.  

P. Manickam, and Dr. D. Manimegalai [15] proposed 

a new energy efficient routing protocol referred as a  

AODV–EBR (AODV- Energy based routing) to 

handle the broken link of routes and efficiently 

deliver packet to the destination. They proposed a 

new algorithm in it  if neighbor node’s energy level is 

less then SEL then AODV-EBR activate the 
upstream node to start a new route discovery Once 

AODV-EBR discovers the new route, it permits the 

nodes to use the new route for sending data packets 

to the destination . 

E.Ravindra,Vinaya Datt,V Kohir[24] projected a 

protocol that improves the performance of an on 

demand protocol by maintaining 2 tables at every 

node and check these tables periodically. every node 

maintains 2 tables NPL (Neighbor Power List) and 

PDT (Power difference Table). NPL contains the last 
received signal strength for packets originating from 

every neighbor. 

Anil Choudhary, O.P. Roy and T.Tuithung [4] 

proposed a new node failure model during which it's 

design to look at the impact of node failure on the 

performance and reliability of network in this model 

the number of iteration is obtained by dividing total 

time with granularity. for every iteration the 
probability is calculated exploitation lambda 

(1/MTTF).The failure rate of system sometimes 

depends on time with the rate varying over the life 

cycle of the system. A node is unsuccessful once 

random number generated is a smaller amount than 

the probability value. 

 

2.  Work Flow of Implementation 

Methodology 

    Figure 3:  Work Flow of Implementation     

Methodology 
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AODV is source initiate protocol but in this when 

any link break the process starts from its source node, 

again broadcasting take place and then link 

established, after getting RREP the actual 

communication take place, so in my Proposed 

Method Implementation: If any node fails between 
source and destination then The Process starts from 

its nearest neighbor node. Neighbor have link to the 

source node which have already received RREP. So 

to find the destination process starts from its neighbor 

nodes. Neighbor broadcast RREQ and finding path to 

destination. So in this scheme when node fails at that 

time we do not have to go to source we can start 

process from the neighbor nodes 

3 Simulation Result  

Proposed AODV is evaluated by Considering 15 and 

35 numbers of nodes. As the network is ad-hoc 

network as the network is the ad-hoc network, 

Random way mobility model is used for describing 

the movement of all the nodes in the simulation area 

of 902 x 600. The performance of our proposed 
scheme is evaluated by packet delivery ratio, Delay 

and the Overhead. The parameters to configure the 

nodes in the ad-hoc networks are shown in the 

following table. 

 

 

Table 2: Simulation Parameter for test scenario 

The performance is evaluated by comparing the 

results obtained by proposed scheme and standard 

AODV routing protocol. The performance is 

evaluated by considering the different parameters. 

 

Figure 4: Packet Delivery Ratio of 15 nodes 

  

 

Figure 5: Packet Delivery Ratio of 35 nodes 

In figure 4 and 5, Packet delivery ratio is plotted. It is 

observed from graph that proposed AODV has high 
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packet delivery ratio as compare with normal AODV 

routing protocol.  

 

Figure 6: Delay versus Pause Time for 15 node 

 

Figure 7: Delay versus Pause Time for 35 node 

In figure6 and 7, Delay is plotted against normal 

AODV. It is observed from graph that proposed 

AODV has less delay as compare to normal AODV. 

 

Figure 8: Overhead versus Pause time for 15 node 

 

 

Figure 9: Overhead versus Pause time for 35 node 

In Figure 8 and 9, Overhead is plotted against normal 

AODV. It is observed from graph that proposed 

AODV has less overhead as compare to normal 

AODV.    



COMPUSOFT, An international journal of advanced computer technology, 4 (6), June-2015 (Volume-IV, Issue-VI) 

1850 
 

The simulation Result obtained by network simulator 

proves that the Implemented proposed scheme 

outperforms than the traditional routing scheme 

AODV in terms of PDR ,overhead and Delay 

CONCLUSION 

Route Error tolerance mechanism of AODV has been 

proposed in this paper. In Traditional AODV the link 

failure is handled by Source node by rerouting the 

data packets. However in proposed scheme RERR of 

AODV sent to nearest neighbor node. Then node 
itself reconstructs the route by broadcasting the 

RREQ packets to neighbor nodes. So our 

implemented proposed scheme improves the 

performance of traditional AODV in teams of delay 

overhead and Packet delivery ratio. 
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