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Abstract- Wireless Sensor Networks (WSNs) consist of a large number of Sensors, which are low cost small devices 

with limited storage, computational capability and power. They can provide low cost solution to verity of real-world 

problems. They are outfitted with various sensing devices and small non rechargeable batteries. Usually, these 

sensors are engineered that suddenly active to gather the required data for some times when something is detected, 

and then remaining largely inactive for long periods of time. Here the study on sensor’s structure, its architecture, its 

applications and their challenges were pursued. The study on various routing protocols for sensor networks and 

classification for the various approaches were also pursued. The major classifications of routing protocol reviewed 

are network structure, path establishment, protocol operation and initiator of communication. Each of the routing 

schemes and algorithms has the common goal of trying to get better throughput and to increase the lifetime and 

efficiency of the sensor network. Thus, this work has significant importance, to study and considering while 

designing a Wireless Sensor Routing protocol. 
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I. INTRODUCTION 

In general, a wireless sensor network consists of large 

number of homogeneous or heterogeneous sensor nodes 

from different vendors which collect individual data and 

carry it to one or more sink(s) that are inherently 

resource constrained. These nodes have very low storage 

capacity, limited processing capability, and constrained 

communication bandwidth due to limited energy and 

small size of the sensor nodes. Depending on the 

residency of the sensor nodes, some nodes are not able 

to exchange information with the sink directly. To 

overcome this, the network must support routing 

functionality in order to carry data packets to the sink in 

an efficient way.  

 

Therefore, the routing algorithms take the current 

network status into consideration in order to be able to 

calculate the best possible route towards the sink. It 

forwards the wireless received data to a wired 

infrastructure, such as a server or PC, which is in charge 

for the further processing of the data. The terms base 

station and sink and are equivalents and together with a 

server connection a gateway is formed. Various 

functions are performed on the server such as data pre-

processing, data storage, visualization or node 

configuration. 

 The ultimate objective of WSN requires developing 

of tiny sensor nodes that can be embedded in almost 

every item of our everyday life. While the advances in 

related technologies have led to tininess of sensor nodes, 

this tininess and the requirement to build large scale 

networks imposes great challenges on the design space 

of WSNs. 

II.  COMPONENTS OF WSN 

Wireless Sensor Networks consist of hundreds or 

thousands of sensor devices with wireless 

communications capabilities, sensing, and computation. 

Sensor nodes are tiny, low cost, consuming low power, 

scattered devices, which are capable of wireless 

communication [1] and local processing.  

ISSN:2320-0790 



COMPUSOFT, An international journal of advanced computer technology, 4 (12), December-2015 (Volume-IV, Issue-XII) 

2031 
 

A sensor device combines the abilities to sense, 

compute and communicate. The objective is to fit all 

mentioned features in a single chip integrate solution. 

Here a simple structure of sensor node is given in 

Figure1. 

 
Figure 1: Structure of sensor node 

A sensor node is having a battery attached with it 

which is the main power supply of a sensor node. Then 

there exists a central processing unit or micro processor 

which performs all processing activities. The processor 

is attached with a small memory unit which is used to 

store data temporarily [2], [3]. 

Sensor node is attached with sensors which sense and 

receives the required information. In addition to one or 

more sensors, each node in a sensor network is typically 

equipped with a radio transceiver or other wireless 

communications device or antenna which is used to 

communicate with other neighbor nodes. The sensor 

nodes senses data or gather information about the events 

occurring near that sensor, then the sensor nodes 

processes those data gathered and at last those data are 

transmitted to other sensor nodes or base stations if 

required and also a sensor node can receive data from 

other sensor nodes.  

III. WORKING PRINCIPLES IN WIRELESS SENSOR 

NETWORK 

The common participant nodes in the WSN are: 

 Sensor Node or Source Node: collects the 

environmental data and send them to the BS. 

 A Sink or Base Station: is a node that interfacing 

the sensor device’s field and the networks via the 

internet. It acts as a gateway between the WSN 

and the outside world. 

 Manager Node or User: displays data for user 

analysis and enables the network manager to 

query for sensor nodes. 

The interactions of these participant nodes have some 

frequent patterns, these are: 

 Event detection: Sensor node(s) should report to 

the BS(s) once they have data events matching 

their tasks. For this type of interaction, generally 

more than one sensor node is required. 

 Function approximation: In the BS, it may be 

required to have an approximation mapping of the 

area defined in the application. Then the sensor 

nodes are used to approximate a function of 

location that find out the physical value 

modifications from one point to another. 

 Periodic measurement: Sensor nodes can report 

measured values from time to time, according to 

the system requirements. 

Typical applications of these sensor devices not 

limited to monitoring, tracking, and controlling [4]. 

The basic functionality of an operating system is to 

hide the inner-level details of the sensor device by 

providing a clear interface to the external world. 

Processor management, memory management, 

device management, scheduling policies, multi-

threading, and multitasking is some of the inner level 

operations to be provided by an operating system.  

In addition to the services mentioned above, the 

operating system should also provide services like 

support for periodically loading and unloading of 

modules, providing proper concurrency mechanisms 

enforce proper power management policies and 

application programming interface (API) to access 

underlying hardware. Hence a proper operating system 

is required for WSN to facilitate these functionalities to 

provide the user in developing applications easily with 

little knowledge of the low-level hardware details. 

Operating Systems classifies based on power 

management, thread based, architecture, event based, 

reprogramming and scheduling. Example for WSN 

operating systems includes TinyOS, SenOS Etc. 

 

IV. HOMOGENEOUS VS. HETEROGENEOUS WSN 

Wireless Sensor network can be homogeneous or 

heterogeneous, based on nodes primary energy. In 

homogeneous networks, all nodes outfitted with same 

amount of initial energy and in heterogeneous networks, 

few nodes, which are known as advance nodes have 

more primary energy than the other normal nodes. Most 

of the researches in WSN consider it to be homogeneous 

[11], [12]. But in reality, sensors have various 

capabilities like depletion rate, different levels of initial 

energy etc. Only a small amount of nodes typically 

having comparatively more energy perform data 

transport, fusion and filtering. 

Thus heterogeneous sensor networks are helpful in 

real deployments because they are more close to real life 

situations. 

V. COMMUNICATION ARCHITECTURE: 

PROTOCOL STACK 

The stack of protocol used by the base station and 

sensor nodes is shown in Figure 2. This stack of 

protocol combines power and routing awareness, 

communicates power efficiently through the wireless 

medium, integrates information with networking 

protocols and improves the cooperative efforts of sensor 

nodes.  
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Figure 2. The Protocol Stack 

The stack of protocol consists of the physical layer, 

data link layer, network layer, transport layer, 

application layer, power management plane, mobility 

management plane and task management plane. 

 

 The physical layer should achieve requirements 

like carrier frequency production, frequency 

choosing, signal detection, modulation and data 

encryption, forwarding and accepting 

mechanisms. 

 The Data Link Layer should gather the needs for 

medium access, error control, rejoining of data 

streams and data frame detection. It also confirms 

reliable point to point and point to multi-hop 

connections in the network. The MAC layer in the 

data link layer should be skilled of collision 

detection and use minimal power. 

 The network layer is in charge for routing the 

information got from the transport layer i.e. 

finding the most convenient path for the data 

packet to travel on its way to a destination. 

 The Transport Layer is wanted when the sensor 

network intends to be used through the internet. It 

supports in maintaining the flow of data whenever 

the application needs it.  

 The application layer is in charge for presenting 

all gathered information to the application and 

forwarding requests from the application layer 

down to the lower layers. The application layer 

software depends on the deployment and use of 

sensor networks. 

 

 

V. WORKING AREAS AND ISSUES IN WSN 

WSN have a broad range of applications into disaster 

management, military, health and biomedical research,  

environmental monitoring, habitat monitoring, industry, 

tracking and other commercial areas [7], [8]. Several 

projected applications of WSN are still under research 

and development. 

The most challenging problem in sensor networks is 

limited and non rechargeable energy source. Due to the 

various issues, the protocol design for developing 

performance of WSN faces several issues. Thus while 

developing a protocol for wireless sensor networks these 

issues have to be kept in mind. Here the challenges [5], 

[6] of sensor network are described: 

A. Deployment of Ad hoc 

Most sensor nodes are deployed in regions which 

have no infrastructure at all. A normal way of 

deployment in a forest would be tossing the sensor 

nodes from an aero plane. In such a situation, it is up to 

the nodes to finds its working principle. 

 

B. Rapid Death of Sensor Nodes near BS 

Most of sensor devices in a WSN transmit their data 

to the BS by using long multi-hop paths. Therefore in 

between nodes in a long multi-hop path have to forward 

their individual data to sink as well as transmitted data 

from other nodes to sink. These nodes used up energy 

more quickly than nodes close to the boundary. The 

situation is bad in case of the sensor nodes which are 

present close to the sink. These nodes have to transmit 

sensed data from the whole network to the sink. As 

these sensor nodes also contain a limited energy source, 

therefore due to frequent data transmission through 

these nodes, these nodes die soon.  

C. (QoS)Quality of Service 

In any application, managing Quality of Service 

(Qos) is very important. But in WSN it is a problem 

facing issue. Generally WSN is scalable. But in large 

scale WSN with sink if a distant node wants to transmit 

data packet to sink then the packet has to move through 

a long multi-hop path which cases the possibility of 

fading and packet loss in a wireless communication 

medium.  

Long multi-hop path also cases high delay for end to 

end packet transmission which is not suitable for time 

critical application like disaster management. 

The packet loss issue may be controlled by once 

again transmission of packet using a simple 

acknowledge scheme. Due to the packet retransmission, 

the energy required for sending acknowledgement for 

individual packet is very high. Retransmission also 

increases the time delay in data delivery.  

D. Unattended process 

In most cases, once constructed, sensor networks 

have no human intervention. Hence the nodes 

themselves are in charge for reconfiguration in case of 

any alterations. 

E. Maintenance of Topology 
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Sensor nodes may be constructed statically. But due 

to failure of nodes WSN topology modify frequently. 

Also additional sensor nodes can be added at any time 

which leads to a rearrange of topology.  

That means, it is needed that a sensor network system 

can be suitable to changing connectivity as well as 

changing environmental stimuli. So topology 

maintenance is a big issue task for WSN. 

F. Power constraints for sensor devices 

The sensor devices are not connected to any energy 

production unit. There is only a optimal source of 

energy, which must be used efficiently for processing 

and communication.  

An important fact is that communication overcomes 

processing in energy consumption. Thus, in order to 

make efficiently use of energy, communication should 

be reduced as much as possible. So it is also a important 

task for WSN 

G. Fault acceptance 

Fault acceptance is the other main issue. It is 

important to know how the scattered wireless system 

will act if one node failed, especially in systems with 

low protection possibility.  

H. Area of Sensor Region 

The range and shape of the responsible area is not 

similar for all the time. Physical surface characteristics 

alters with location like mountains, grass, rocks, water 

etc possess various characteristics. Depending on the 

area hazards to the sensor nodes are variant. Last of all 

various locations have different radio environment 

which creates problem for WSNs. 

I. Sensor Nodes and its Constraints 

The various constraints of sensor node like 

heterogeneity, deployment layout, mobility, limited 

power source, network density all of these causes issues 

for constructing wireless sensor network. 

J. failure in Communication 

There should be a continuous communication 

between sinks. If any problem in communication occurs 

it may cause loss of data. Presence of the sink relatively 

to sensor nodes is also important. The major 

consideration in a wireless sensor network is to increase 

the system lifetime as well as the effectiveness of 

system robustness. 

Various studies present different ways for handling 

problems and issues in WSN. Some of them propose 

energy utilization in sensor nodes using solar panel. 

Energy efficient MAC protocol, fault tolerant routing, 

periodic sleeping of nodes and energy efficient routing, 

deployment of multiple sink are some of such proposals 

that can be found in studies. 

VI. CHALLENGES AND CHARACTERISTICS OF 

ROUTING 

Routing is a process of establishing a path between 

source and destination upon demand of data 

transmission. In WSNs the network layer is regularly 

used to implement the transmitting of the incoming data. 

The routing table contain the lists of sensor devices 

option for any given packet destination. Routing table is 

the in charge of the routing algorithm along with the 

assist of the routing protocol for their developing and 

implementations [9], [10]. 

The performance of a routing protocol is directly related 

to the architectural model. 

 Network dynamics: Majority of the network 

architectures think that sensor nodes are stationary, 

because there are very few setups that utilize mobile 

sensors. 

 Deployment of Nodes: It is application oriented and 

affects the working of the routing protocol. 

 Power considerations: During the construction of an 

infrastructure, the process of setting up the routes is 

greatly influenced by power considerations.  

 Information delivery models: information delivery 

model to the sink can be constant, event-driven, 

query-driven and hybrid, depending on the usage of 

the sensor network.  

 Capabilities of node: In a sensor network, various 

functionalities can be implemented with the sensor 

nodes. 

 Data aggregation/fusion: Similar data information 

from multiple sensor devices can be aggregated to 

reduce the transmission. 

Generally, routing protocols are: Data centric; 

Capable of aggregating data; Application specific; 

Capable of optimizing energy consumption [13], [14]. 

WSN Routing Protocols can be analyzed in four ways, 

according to the way of routing paths are established, 

according to the network framework, according to the 

protocol working and according to the initiator of 

communications. Figure 3, shows the classification of 

Wireless Sensor Network routing protocols.  

 

 
Figure 3: Classification of WSN Routing Protocol 
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The most optimal results are being achieved with 

hierarchical based clustering protocols in which the 

nodes organize themselves into groups known as 

clusters [11], [12].  

VII. DESIGN ISSUES OF ROUTING 

PROTOCOLS 

To meet this common trend towards classification, the 

following important design challenges [8] of the sensor 

network have to be considered [14]. 

 Fault Tolerance: Some sensor devices may stop 

working or be failed due to lack of power, have 

physical damage or environmental interference.  

 Scalability: The number of sensor devices scattered 

in the sensing area may be in the order of thousands 

or more and routing schemes must be working 

enough to react to events.  

 Production Costs: Since the sensor device networks 

consist of thousands or more number of nodes, the 

cost of a single device is very significant to justify 

the overall cost of the network and hence the 

expenditure of sensors is to be kept low.  

 Operating Environment: We can create sensor 

network inside of large machinery, at the depth of 

an ocean, in a biologically or etc.  

 Power Consumption: Since the routing power of a 

wireless radio is proportional to distance squared or 

even higher order in the presence of obstacles, 

multi-hop routing will utilize less energy than direct 

communication [14], [15].  

 Packet Delivery Models: Packet delivery models 

determine when the packet collected by the node 

has to be delivered.  

 Data Aggregation/Fusion: Since sensor devices 

might create significant redundant data, similar data 

from multiple devices can be aggregated so that the 

number of transmissions would be reduced [16].  

 Quality Of Service (QoS): The quality of service 

means the quality service required by the 

application, it could be the energy efficiency, length 

of life time, the data reliable, and location-

awareness, collaborative-processing.  

 Data Latency and Overhead: These are measured as 

the important challenges that influence routing 

protocol design. Multi-hop relays and data 

aggregation cause data latency [17].  

VIII. CONCLUSION 

In this paper, we reviewed the overall working 

principles and implementations of Wireless sensor 

networks. Sensor devices are small in size, low-cost, 

low power and have multi functional properties. These 

are also constrained in limited power source, ability to 

withstand in harsh environmental conditions, mobility 

of nodes, dynamic network topology, and unattended 

operation. WSN is suffered from various challenges 

due to the node mobility, power source, range from the 

target region, clustering etc. In spite of these challenges 

the application area for WSN is very large. The main 

objective of this work is providing the basic routing 

with energy efficiency, longer lifetime, and improved 

throughput for WSN, which are mainly used for time 

important applications like disaster management, 

military Application etc. To fulfill this objective 

various existing implementations are discussed. The 

study gives an overview of WSN, describes 

characteristics of WSN, points the challenges and 

briefly describe the design issues of routing protocols. 
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